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CHAPTER 1

Introduction

This section describes how to use the different factories used by the software developers and by the software designers.
These factories are used to develop applications by writing source code and to certify application. For each one, a
global scenario of development is given and the detailed activities. For java (and mobile) development factory, the
pre-requisite is that the developers have enough skills to write java code. For the certifier, the goal of certification
tool is to help the evaluator to produce evidences and, with that and with some other information, to deliver a Digital
Trustworthiness Certificate (DTWC).
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CHAPTER 2

User Guide

2.1

Global scenario description

Two main scenarios, one for each profile. The development scenario

The basic scenario for the trustworthy java application development factory is the following:

The developer starts his trustworthy java application development factory. During this step, he enters his cre-
dentials in order to access the environment;

The developer configures the environment by using the preference pages. During this phase, he configures the
access to the SVN repository;

The developer creates a new Optet project. He uses the Optet wizard to configure this new project.

The developer writes the application source code following the guidelines and performing the tasks he has to
follow for a trustworthiness development.

During the project, the developer could run static and runtime analysis in order to check the compliance with
the TWALttributes requirements;

When the development of the application is finished, the developer archives the source code in the secure repos-
itory.

The certification scenario The basic scenario for the certification tool is the following:

The certifier starts his certification tools. During this step, the user enters his credentials in order to be admitted
into the environment;

The certifier configures the environment using the preference pages. During this phase, he configures the access
to the SVN repository and the certificate used to signed the DTWC;

The certifier creates a new Optet project. He uses the Optet wizard to configure this new project. At this stage,
the certifier must select a project with the sources (coming from the development phase);

On the project, the certifier opens the workflow view of the certification process:

The first step enables to define the software description regarding the input of the SVN file (TWProfile
and CSM);

The second phase enables to define the trustworthiness problem definition;

The third phase enables to define the trustworthiness property specification;

The fourth phase enables to run the analysis using the analysis plug-in (using the automatic function-
ality);

The last phase enables to generate the DTWC[2] and the component.
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* When the certificate and the component are created, the certifier saves them in the secure repository.

2.2 Authentication phase

When the user wants to develop a new component by using the Trustworthy Java applications development factory,
he starts the factory and enters his credentials in order to be authenticated. During the start-up of the factory based on
eclipse, the following view appears in order to enter credentials:

OPTET =

Operational Trustworthiness Enabling Technologies

Lser Mame;

Password:

oK, | | Cancel

In this view, the login and the password must be entered. Then press “OK” to validate. If the credentials are valid, the
user reaches the workspace development view. If not, an error message appears:

& Authentication Failed

@ & username and password must be specified to login,

K

In this version, the login password for the development factory is dev/dev and for the certification tool is cert/cert.

4 Chapter 2. User Guide



Trustworthy Factory - User and Programmers Guide, Release 4.4.1-FIWARE-R4

2.3 Configuration of the environment

The developer has to set the Optet. The configuration is done under a unique entry point into the Preferences pages of
Eclipse. To access the Optet Preferences, click on Windows>Preferences>Optet Main Preferences The following page
appears:

= Preferences |Z|@B]
v

| | Optet Main Preferences =R

CodePro ~
Help
InstallUpdate

Java /_7 ’
Maven ' ’

Model Yalidation ‘_‘/

Pellym

OpenIkL

Dpket Main Preferences
Opket Certificate Pref:
Dpket Delivery Prefere
Opket Metric Toal Pref
Opket Preferences

Opket SWN Preference
Plug-in Development (FP7-ICT-2011-8, Project Mo, 317631, Duration: Movember 2012 — October 2015, Web: http: [fwwi, optet,euf

PMD Check consistency

RunfDebug
Team Restore Defaulks ] l Apply ]
validation

WindowBuilder

AML

[N R e T~ R

Operational Trustworthiness Enabling Technologies

The CPTET project is co-funded by the European Cammission within the Seventh Framewark Program

EaRE R AR

- F

4 | >

@:J [ (0] 4 H Cancel ]

This page is the mother page presenting the Optet project. Under this page, all the Optet configuration pages are
located, i.e.:

* Optet Certificate Preferences

* Optet SVN Preferences
For the developer, only the Optet SVN preferences need to be used.
*#*]. Optet SVN Preferences

SVN tool plays the role of secure repository. This secure repository is used to store the Trustworthiness project coming
from the design phase.

The required data is: * The SVN Repository: the URL of the repository used shall be entered * The user credentials:
the developer enters the SVN credentials used to interact with the SVN repository. (The credentials can be different
from the factory credentials). The deployment of a SVN Repository is a pre-requisite for Java Trustworthiness factory
and is not in his scope.

*#*2. Optet Certification Preferences
The Certificate Preferences allows the certifier to specify some required data about the generation of the certificate.

At the end of the certification process, the certificate generated by the automatic process is signed using the certificate
of the certifier. For that, the certifier must enter the element require in order to use his certificate ((see the keytool part).

2.3. Configuration of the environment 5
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= Preferences |:IE]

| | | Dptet SYN Preferences o -
A
Maven o ~ -
Model Walidakion
Mylyn SVM Repository
OpenJML. | svn: fflocalhost]
[=)- pket Main Preferences
Dpket Certificate Prefe user credential

Opket Delivery Prefere
Dpket Metric Tool Pref
Opket Preferences | user |
Dpket WM Preference

login

passwiord
Plug-in Developrment
PMD | | |
RunfDebu
Tea:n ? v [Restore Qefaults] [ apply
5 >

<)

oK ] [ Cancel

& Preferences |:IE

| | Optet Certificate Preferences oo -
General ~ =
Android . =
Ant Certificate:
Checkstyle certificate URL | https:fflocalhost:8443§14%R 5-FileUpload)rest/files juploadCertificate |
CodeCover
CodePro —
Daka Managerment Keytool: 4
ECobertura Preferences Alias | opket |
HEID ok kokkok
Install{Update [y preesrmid | |
Java Kewstore password | A |
Jdava EE -
Java Persistence Keystore path | CiDocuments and Settings| TOD13577), keystore | [ Browse. ., ]
JawaScript ht
< | v
@ OK l [ Cancel ]
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This certificate is stored in a key store and the access to this key store is specified (the path, the alias of the certificate,
the password of the certificate, the password of the key store).

When the certificate is generated, it’s stored locally and also pushed to external service (web service) in charge of
storing all the certificates generated by the certification tool.

2.4 Development of a Java application

The development of a trustworthy Java application is based on the same mechanisms than for a standard Java appli-
cation. The main steps are: * To link this java development with trustworthy requirement coming from the secure
repository. * To write java source code for the application.

*#]. Trustworthy requirements

The trustworthy requirements for the Java development are present into the secure repository configured previously.
This secure repository is composed of a set of projects. Each project is linked to a dedicated application which must
be developed with the factory. The structure of each project is the following and it integrates data coming from the
design phase (The TW profile, the CSM (Concrete System Model), etc...). All these data need to be set into the Secure
repository during the design phase under a specific tree:

[= output

M.
E’ SOUFCES

praoject
T'WProfile, xml
readme bk

* An output directory which contains, at the end, the delivery and the TW certificate;
* The sources directory which contains the sources produced during the development phase;
e The TWProfile.xml file which is the file containing the evidence required by the assets;
* The CSM.xml file which contains design data of the component to be developed;
* The readme.txt file which contains information about the project required by the developer and /or the certifier.
All these files are mandatory in order to start the development.
#%7). Java Project Creation
The developer has fourpossibilities for a development using the Optet environment:
* Start a new development from scratch;
* Recover a previous development already developed using Optet
» Convert a standard java project into an Optet development.
* Convert manually a standard java project into an Optet development.
*#%7).1 Start an empty SVN project

In order to create a new Optet project, the developer must use the Optet Wizard. For this, click on
File>New>Other>Optet certification>Optet Wizard

At this step, the two next views will be the same as for a standard Java project.

The developer must enter the name of the project, the location, the JRE used, etc... The second view is used to
configure the Java settings

2.4. Development of a Java application 7



Trustworthy Factory - User and Programmers Guide, Release 4.4.1-FIWARE-R4

Select a wizard

Wizards:

= 1AxE

= IPa

= Maven

[ MOFScript

= Optet Certification
e ket YWizard

=

= Plug-in Development

= Remote System Explarer
= scheduled Tasks

= Server

(= R R S B
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& New Optet Project

Create a Java Project

Enter a project name.,

Project name: |

IUse default location

JRE

{(*)Use an execution environment JRE: JavaSE-1.7

{:} Ise a project specific JRE:

() Use default JRE {currenthy jdk1.7.0% Configure JREs. ..

Project layouk

() Use project Folder as root For sources and class files

{(#) Create separate folders for sources and class files Confiqure default, .,

Working sets

[ ] add project ko warking sets

Cancel

2.4. Development of a Java application 9
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& New Optet Project

Java Settings

Define the Java build setkings.

# Source |E Projects | = Libraries | %% Order and Export

E% :.il-i--

= IE“I =
[ arc

w Details

ﬁ Create new source Folder : use this if you want to add a new source Folder bo wour
praoject,

E.% Link additional source: use this if wou hawve a Folder in the File system that should
be used as additional source Folder,

E% add project 'test' to build path: &dd the project to the build path if the project is
khe root of packages and source files, Entries on the build path are visible ta the
compiler and used For buildina.

[ ] Allows output Folders For source Folders

Defaulk output Folder:

| kesk fhin | [ Browse, .,

Cancel

10 Chapter 2. User Guide



Trustworthy Factory - User and Programmers Guide, Release 4.4.1-FIWARE-R4

The last view links the future development with the SVN Optet project:

With this view, the developer is connected to the secure SVN repository containing the entire trustworthiness project.
The developer selects the project he wants to develop. Using the list on the left, the developer browses through
the entire created project and sees the description and the content of the SVN repository. In this example, just the
CSM.xml, the TWProfile.xml and the readme.txt file are present. In this example, the checkout option shall not be set
because the developer starts with an empty source folder. At the end, the project is created and is ready to be updated
by the developer.

#42.2. From an existing SVN project

In this example, the developer must follow the development of an application already stored in the secure SVN repos-
itory. In this case, the principle is the same as previously except the phase of checkout. When the developer selects
the project to extract, he selects the checkout option. At the end of the project, the sources of the development will be
checked-out into the project workspace.

*#2.3. From an existing development

The last example is when a development has already been done by the developer but was not attached to an Optet
project. In this case, the developer must click on the Eclipse Toolbar optetMenu>Select project. The following view
appears in order to give the opportunity to the developer to select the Optet project:

When the project is selected, the developer validates his choice and selects the Java project he wants to associate. For
this, the next view appears:

The developer selects the project and validates the choice. After this, the current Java project is associated with the
SVN Optet project defined in the secure SVN repository.

##) 4. Manually from an existing development
The TWProfile.xml and Optet.properties files must be created manually into an Optet directory on the project

The TWProfile.xml must contains de TWAttributes expected with the metric and excepted values. The format must be
like this

<?xml version="1.0" encoding="UTF-8" standalone="yes"?>
<TWProfile>
<TWAttribute name="Maintainability" attributeID="44">
<Metric name="documented elements" metricID="253" expectedValue="80"></Metric>
</TWAttribute>
<TWAttribute name="Flexibility/Robustness" attributeID="40">
<Metric name="interceptet errors" metricID="235" expectedValue="100"></Metric>
</TWAttribute>
<TWAttribute name="Change Cycle/Stability" attributeID="25">
<Metric name="Compliance with best programing practices" metricID="1154"
expectedvValue="60"></Metric>
<Metric name="unit test coverage for stability" metricID="1153" expectedValue="60" />
</TWAttribute>
<TWAttribute name="Reliability" attributeID="41">
<Metric name="Reliability of Software" metricID="243" expectedValue="90"|/>

</TWAttribute>
<TWAttribute name="Software Complexity" attributeID="41">
<Metric name="structure of the software" metricID="243" expectedValue="90" />
</TWAttribute>
</TWProfile>

The Optet.properties file must be like this

#Optet properties

#Sat Sep 06 16:33:16 CEST 2014
project.type=java
svn.project.selected=

2.4. Development of a Java application 11



Trustworthy Factory - User and Programmers Guide, Release 4.4.1-FIWARE-R4

& New Optet Project

Optet certification Wizard

This wizard selects the svn repository bo associate

MwProj
MwProjectl

(= aubpuk
5,

(= sources

Jproject
T'WPrafile, xml

readme, Ext

[ ] checkout the source

Mext = Einish l [ Cancel

12 Chapter 2. User Guide



Trustworthy Factory - User and Programmers Guide, Release 4.4.1-FIWARE-R4

Secure repository browser

Projects

MiF‘ngectz

MyvProjects

(= output
CSM.ml

[= sources
Jproject
TWWPrafile, xmi

readme, bxk

Cancel | | Yalidate

2.4. Development of a Java application 13
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& Project Selection

Seleck the Project:
=

| Select Al ||Qeselect Al

| | Cancel
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*#3, Java Development

After the creation of the java project, the developer write the source code of the application, he integrates different new
components in order to be able to build the application he has to deliver. In this section, we consider that the developer

has skills to write properly java source code

*#*4, The analysis phase

During the development of the component, the developer can run, at any time, the analysis (static and runtime) in order
to evaluate the quality of his code with respect to the predefined trustworthiness requirements selected in the secure
SVN repository. In order to launch the analysis project, the developer must use the contextual menu and select the

desired analysis:

opket

Configure

Propetties Alk+Enker

Show Specifications
Enable ML
Disable JML

##4.1. The static analysis

Opket Mekrics

Cornrik source
Caompute Optet mektric
Runkime analysis
Configure JML analysis
L analysis

Skatic analysis

When the developer selects the static analysis, all the sources are checked regarding the trustworthiness requirements
associated with the project. As results, all the malformations detected into the code are displayed. The display of this

is realized into the OptetAudit view as follows:

| Tasks | @ OptetAudit View 3

Tool Filename Line Severity Ruleset:

D P

D: urity 20110t o .qooglecads. comintim-core... 149 HIGH Style

D urity 20114 opt ph .googlecode. comintim-core,.. 150 HIGH Style

D: urity 2011{optet’ p qooglecode, comyntin-core,.. 152 HIGH Style

D: urity 2011{optet’ p .qooglecode, comyntin-core... 156 HIGH Style

D: urity 201 1{optet p qooglecode, comyntin-core... 156 HIGH Style

... D urity 2011 {optet’ p googlecode. comyntin-core.... 156 HIGH Style

findbugs D uriby 201 1apt p gonglecode comintim-core.... 57 MEDILM URF_URREAD._..
prmd D urity 2011\apt p gonglecode. comyntim-core.... 117 MEDILM Unnecessary
pmd DY urity 2011 opt o .qooglecads. comintim-core... 126 MEDILM Unnecessary
pmd D writy 2011 opt p .qooglecode. comintim-core... 135 MEDILM Unnecessary
pmd D urity 20114opt P .googlecode, comintim-core,.. 143 MEDIUM Unnecessary
codepro Ds urity 201 1{optet’ p qooglecode, comyntin-core,.. 190 MEDILM com.instantiatia...
codepro D urity 201 1{optet p qooglecode, comyntin-core.., 208 MEDILM cominstantiatia...
codepro D urity 201 1{optet p .googlecode, comyntin-core.., 6 MEDILM cominstantiatia...
codepro D’ urity 2011 {optet’ p googlecode. comyntin-core... 7 MEDILIM com.instantiatio. .
codepro Dt urity 2011\apt p gonglecode. comyntim-core... 9 MEDILM com.instantiatia.
codepro D urity 2011 opt o .qooglecade comintim-core... 10 MEDIUM com.instantiatia...
codepro D urity 2011 opt o .qooglecads comintm-core... 14 MEDIUM com.instantiatia...
<

urity 2001 opt

Lgooglecode, comintim-core. ..

In this view, the developer can see:

* The tool which detects the problem;

*%4.2. The runtime analysis (Due to a license problem, the runtime analysis is desactivated)

The file involved;

The line where the problem is;

The severity of the problem;

The rule set;

The message of the problem;

The recommendation in order to solve it.

145

HIGH

Style

Le bloc devralt contenir au moins une instructin,
' devralt étre seul sur saligne,

*4" devrait &tre défini comme une constarte.

Le bloc devrait contenir s moins une instruction,
1l manque une espace avank '+,

4" devrait Btre défini comme Une constarte.

1l manque une espace aprés +'.

Champ inutiisé : NEmALthenticateMessage. messageData
Useless parentheses.

Useless parentheses,

Useless parentheses,

Useless parentheses,

Caught sxception not logged

Caught exception not logged

Unnecessary import: import: skatic org.microsoft. security.ntim.impl. Algorithms. ..
Unnecessary import: import skatic org.microsoft. security.ntim.impl. Algorithms. ..
Uninecessary import: import static org.microsoft. security.ntim.impl. Algorithms. ..
Uninecessary import: mport static org.micrasoft, security.ntim.impl Algorithms. ..
Unnecessary IMPart: IMpart static org.micrasoft, security.ntim, Mtimauthenticat ..

=g

Recommandation -
Le bloc devrait conkenir au moins une instruct
¥ devralt étre seul sur sa ligne,

*4' devrait &tre défini comme une constante.

Le bloc devrait contenir au moins une instruct

T manque une espace avant “+',

4" devrait Btre défini comme une constante,

T manque une espace aprés '+

(Medium Corfidence Performance) LrF: Char

Useless parentheses.

Useless parentheses.

Useless parentheses,

Useless parentheses,

An exception has been caught but not logges

An exception has been caught but not logges

The imported member is not used in this comg

The imported member is not used in this comg

The imported member is not used in this comg

The imported member is not used in this comi

The imported member is not used in this comg ¥
¥

When the developer selects the runtime analysis, the result is the execution of the unit tests present in the project.
This allows the computation of some metrics like the coverage. The data is displayed using the result of the JUnit
execution:

2.4. Development of a Java application
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VA Tasks | @ OptetAudit View | @ OptetTestCoverage View |gu Junit 22 = consale O e el QR -~ =8
Finished after 1,875 seconds

Runs: 4/ Benors: 0 B Falres: 1 I ———

utinesTest [Runner: Uit 4] (1,575 s} = Fallure Trace =S
0 org.junk.ComparisonFailure: expected: <[4758DCE61B4762F35D43FDIBFE1 A2D39] > but was: <[5OF60097 3CCAIE0AZS4B0A7C 196E4C 5] >
; = at org.microsaft.security.ntim.impl, MR outinesTest, assertSamedNEmRautines Test.java;682)

el testChallenge (0,000 s} = at org.microsaft.security.nt. impl NHmRaUkResTest, bestTLMu2 AUt hentication{NHmR outinesTest. java: 448)
- it] avg.microsoft. security nbim. AppTest [Runner: 1nik 410,000 5)

= fit] org.microsof

For the coverage part, the results regarding the number of classes, methods, lines, etc... are displayed in another view,
the OptetTestCoverage view:

V2| Tasks | 4@ Optetaudit View | 8 OptetTestCoverage View 523 g Uit = console

Categories Tokal Covered Pourcentage

Classes 19 13 0.6842105263157895
Methods 147 56 0.58503401 36054422
Lines 654 438 0.6403505771925824
Blocks 371 201 0.5417789757412399
Instructions 3917 24991 0.6359455709405425

*%4.3. Optet Metric computation phase

During this phase, a full analysis (static and runtime) is realised and computed regarding the required TWAttribute
needed for this development. The output of the different analysis are computed using the method defined in the [7](To
resume, the different evidence have weight with predefined values in order to calculate the TWAttribute value).

The evidences detected by the factory have the following forms:

* The unit test coverage : based on the execution of the unit test, the ratio number of method tested/ the total of
all the methods are computed

* The comment ratio : use the code analysis , the ratio of comments to the number of lines of code is computed
* The Unit test ration : The number of test OK / The total of Tests is computed after the junit tests

* The Rules : For a dedicated TWAttributes, a list of rules configures the static analysis plugins (PMD, Checkstyle
and findbugs). When a rule is violated by the code, this rule is considered as failed. The computation is realised
by using the number of violated rules over the total number of rules checked for the TWAtrribute.

Using these inputs, the computation could be realised by using the weight assigned to the different evidence. The
configuration of the different evidence weight is configurable by using a specific configuration file. However, nobody
must change it. The result of this computation is display in the dedicated view “OptetMetric view” like this:

The specific case of the Availability is due to no evidence are found in order to compute the result.
*%5. Commit phase

When the developer considers that his code is compliant with the trustworthiness requirements, he stores his code into
the secure SVN repository. For this, he selects the “commit source” entry present into the contextual menu. Using
this command, the commit is realised in the sources directory of the Optet project (in the secure SVN repository
associated). In order to just commit the required files, this view is displayed:

With this view, the developer could select each file on which make a commitment.

16 Chapter 2. User Guide
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TWAttributes/Evidences Value Expected value
4 Flexibility/Robustness

interceptet errors _ 100

Reliability 57.71812080534...

Reliability of Software | 20

Change Cycle/Stability
unit test coverage for _ 60
Compliance with best 93.12169312169... &0
4 Software Complexity 86.05
structure of the softw: 96.05 an
4 Maintainability 16.5

documented element!_ a0

[

Y

2.5 Certification of a Java application

*#*]. Selection of the project to be certified

The certifier needs to select a project from the secure SVN repository in order to certify it. In this case, the operation
to load the project is the same as for the developer part (the case “From an existing SVN project”). This operation is
the same for all kinds of project (Java, Web, mobile)

##7). Certification process

To certify a component, a dashboard is dedicated in order to guide the certifier in the process. This dashboard is called
using contextual menu of the project.

The following view appears:

For each step, a dedicated view helps the certifier to enter the required data. All the data is required for the successful
completion of the certificate generation.

#%2.1. The software description
This view helps the certifier to describe the system and to define the certification perimeter:

In this view, from the root element, we can create a subcomponent and associate either other components, or an
attribute or a stakeholder to this component.

e The Component: a component could be associated with another component, some attribute and some stake-
holder.

» The attributes: For the attributes, the certifier may select their type as InputParameter or OutputParameter and
choose if this attribute is selected for the evaluation;

* The Stakeholder: For the stakeholder, the certifier may select the type as End-user, System or Service. All the
defined stakeholders are displayed in the stakeholders list for reuse if needed.

#%7).2. The Trustworthiness problem definition

In this second phase, the certifier associates each asset present in the TOE with the potential problems to which the
asset might be exposed.

2.5. Certification of a Java application 17
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& commit resources to secure repository

Select ressource:

=[] 2 ntim-core :
[]i= .settings [] ¥ .project
[[]i= optet ma| pam. xm
[ 1= bin
=[] == sre
[v] = main
[] = test
[ ]E= target

Zancel

% Tasks | @ Dashboard biew &2

Project

Certify the product \

- -
Initiate Initiate Define Create and Edit
L_copecare ]
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System Description

Target OF Certification |

EBX

Components

B ol
ah Stakeholder

O attrl

i Mycompz

Stakehalders
skakehaolder

Descripkion
JN] | Iycamp |
Type . | Host v|
Is an asset
Zompaonent Madel
Akkribuke atbrl
| |
Lype
| )
Assoriated Stakehaolder stakeholder
| | Add = ]
- |

w

Zancel ] ’ Validate

2.5. Certification of a Java application
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TW Problem Definition

Hzzeks

[ #

X]

[] remate_known_esxplait

[] other_action

|:| Cormunication_Eavesdropping
[] Under-provisioning
Unrestricked_access

|:| Impersonation

|:| Ower-commitrment

|:| Message_injeckion

[l

|:| Destruction
Insider_attack
[] Malfunction
Software_bug

[l

Theft

Crver-uUse

Deception

[] remote_zero_dav_exploit

|:| Message_inkerrupkion

[l

LN

alkeration

|

| &

Zancel

| | Yalidate
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For the selected asset, the associated problems checked by the certifier will be also published in the DTWC. (The list
of the possible problems is not already defined).

#%2 3. The Trustworthiness property specification

In the next step, the certifier associates each asset present in the TOE with a list of TWAttributes defined in the system:

3

TW Property Specification

TWProperky T Property Specification
idl-c1
= idz-c1
id4-c1
Aszel MyComp ~ id3-cl
id5-cl
Twatkribuke | b
Security s
Accountabiliy m
Auditability Tracability -
Confidentiality -
I|-||:|3gri|:'§,.I
Controls
Safety
Mon-Repudiation
ID Openness
Reuzahility
Type Change CyelefStability
Completeness
Compliance with standards
Compliance with regulations )
Compliance with User expectations Canicel ] [ Walidate
Cost

For this version the possible TWAttributes are:
* Flexibility/Robustness (Intercepted errors)
* Reliability (Reliability of Software)
* Maintainability (Documented functions)
» Change Cycle/Stability (unit test coverage for stability, Compliance with best programing practices)
» Software Complexity (structure of the software)

On the right side, all the TW property specification created by the certifier appears. These TWproperties can be deleted
if there is a need to.

#%2 4. The evidence

At this stage, the certifier checks the code in order to find evidence to fill the data related to the trustworthiness
attributes defined for the system in the evaluation report. The certifier has two possibilities:

* Manual evaluation: In this case, the certifier must enter manually all the metrics values required by the certifi-
cation process

* Automatic evaluation: In this case, the certifier run automatically the static and runtime analysis in order to
extract evidences. The computation of all the evidences found will use to fulfill the required TWAttributes
metrics

*#%2.4.1. Manual evaluation
When the certifier selects manual evaluation, the following view appears:

For each TWACttribute and the associated metrics, the user sets a value and the method used to find this value. The
possible methods are:
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Evidences

[=)- Flexibility [Robustness
inkerceptel errars
LIser interactions Exceptions
[=I- R.eliability
Reliability of Software
[=)- Change CyclefStability
unit kest coverage For skabiliky
Change of interfaces and fun:
Compliance with besk program
[=)- Software Complexity
struckure of the software
[=]- Maintainability
documented elements

[
| W

x]

Cescripkion
Definition | User interactions Exceptions |

Expected Yalue |

Method | &
Inspection
Zampute
Calculakion dedMNative

Cancel

] ’ Yalidake
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» Compute: if the certifier uses an external tool to evaluate the metric;

* Inspection: if the certifier explores all the files manually in order to evaluate the metric;

 Native: if the language properties used to develop the application imposes the metric.
The certifier must set all the values required.

In this view, the expected value for the metric is displayed indicating the required value. A specific icon helps to show
rapidly if the computed value is under/over the expected value.

*%) 4.2, Automatic evaluation

In this case, the same view appears but with some not modifiable values. The values are coming from the automatic
evaluation made when the certifier clicks on this “Automatic” button.

When the values are coming from the automatic evaluation, the certifier can’t modify them. But, if the automatic
evaluation can’t fulfill some attribute due to missing information, the certifier must enter the value manually.

Evidences §|

Descripkion

[=]- Flexibility /Robustness
inkercepket errors
IIser interactions Exceptions
[=J- Reliability

Reliability of Software Value
[=- Change Cwclefstability

unit tesk coverage For stability

Change of interfaces and fung  Expected Yalue | 100

Compliance with best program
[=- Software Complexity

struckure af the saftware Method
[=)- Maintainability

documented elements

Definikion | intercepket errars |

Calculation descritpion

[
|

Cancel ] ’ Yalidate

*#%2.5. The DTWCJ2] generation
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This last step is carried out when all the previous steps are done. During this phase:
* The product is compiled

The compilation of the product is realised using the following interface

x]

Compilation

(%) Maven () ant () shell

Cornpilation File Ceworks) securityZ01 1opket) WP runtime-Ex | Browse |

Tarqget/Cption install

cancel | | skark

Using this interface, the certifier can select 3 possibilities to build the product: Maven, Ant or a Shell script. These
three kinds of build are the common way to build a product into eclipse.

Then, the certifier must select the build file using the browse button and indicate the target option defined into the build
file.

When the build is finished, the certifier must select the compiled product.
This product will be the element pushed by the technology provider to the marketplace:

e The DTWC is generated using the data collected during the certification workflow, the hash of the product is
inserted into the certificate and signed with the certifier’s certificate defined in the preference pages of the IDE;

e The DTWC is transferred to the web service responsible to host all the certificate files.
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Compilation Output selection

iZompilakion oukpl

Cuhvworkst security201 1 optet) WP\ runtime-Ec

Erowse

cancel | | select
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